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Staying Secure 
During COVID-19 and Beyond
Scammers are taking advantage of this time of uncertainty by preying on the anxiety  
we’re all feeling. Please remember to follow these guidelines to help keep yourself safe.

• Be cautious of unsolicited phone calls and email

• If you receive any unusual emails from a contact you recognize, don’t hesitate
to call them at a known phone number to verify

• Don’t click on links you’re unsure about

• Don’t let someone pressure you into giving money for a product or donation

• Please remember that Country Club Bank will never ask for your account number,
full debit or credit card number, CVV number, PIN number or full social security
number by phone, email or text.

Here are some government resource sites you should also review.
• IRS Coronavirus scams warning

• Consumer Financial Protection Bureau Coronavirus Resources

• Federal Trade Commission – Avoid Coronavirus Scams

Note: By clicking the links, you are leaving the Country Club Bank website.

https://www.irs.gov/newsroom/irs-issues-warning-about-coronavirus-related-scams-watch-out-for-schemes-tied-to-economic-impact-payments
https://www.consumerfinance.gov/coronavirus/
https://www.ftc.gov/coronavirus/scams-consumer-advice

